IVER HEATH VILLAGE HALL - CCTV POLICY
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This policy works in conjunction with our ‘Terms and Conditions of Hire’ on our booking portal and other policies which are available on our website. 
This CCTV system and the images produced by it are controlled by The Trustees of the Iver Heath Village Hall Charity who are responsible for how the system is used under the UK GDPR and Data Protection Act 2018.

1. CCTV has been installed within the Village Hall and externally overlooking land within the Village Hall lease, for the purpose of safety and security and to discourage crime, antisocial activity, loss or damage to the hall, and to give reassurance to members of the public and hirers. The CCTV is also used by the Bookings Team and Trustees to monitor the venue and activities on the site (as determined by the Hall’s lease).

2. The use of the CCTV system and its associated images are governed by the General Data Protection Regulation (GDPR). At least one Trustee will have completed relevant training with regards to Data Protection and/or GDPR.

3. The Hall’s CCTV system comprises of cameras covering the main hall, stage, lobby and the outside of the building including the main entrance and the car park. There are other CCTV systems on site, but these are operated by different stakeholders, for example the Junior School.

4. CCTV images are automatically recorded and held for a minimum of 3 days after which they are automatically deleted, unless there is a valid reason to securely hold these images for longer. In such a case, stills or video clips are stored on the Village Hall’s Dropbox. Some of our CCTV cameras record continuously whilst others only ‘record’ when they detect movement. CCTV cameras are sited so they capture images relevant to the purposes for which they are intended. 

5. Access to the CCTV is restricted so that only approved and authorised persons, as appointed by the Trustees, have access to view the CCTV live or view recordings. Such persons can access this remotely/while not on site.

6. CCTV live images and recordings may be accessed by authorised persons:
i. at random intervals to check on the venue and activities within, or
ii. to monitor the entry and exit of times of keyholders to verify their bookings, or
iii. if it is thought that an incident or crime or breach of terms is happening at that time, or
iv. an investigation is needed to review an incident or damage following a report or a complaint, or
v. to assist the Police or Neighbourhood Watch/Smartville scheme with an investigation into a crime or potential crime at, in or close to the site, or
vi. to provide evidence to an insurance company or loss adjustors or similar parties for the purposes of security and safety (of the hall, its hirers or the community) at the discretion of at least 2 Trustees. 

7. Individuals may apply for CCTV footage to be reviewed when a crime or incident has occurred and there is a reasonable likelihood that the event or incident was captured by the CCTV system. Any requests to access images can be made in writing to ihvhoffice@gmail.com These requests are Subject Access Requests as part of GDPR and any requests will be reviewed in line with this policy. Full reasons will be provided if any request is declined.
8.  Notices are displayed to inform people of the presence of the CCTV system.

