Langold Village Hall Management Committee
The Village Hall, Markham Road, Langold S81 9SW


Privacy Notice & Protection of Personal Information

Langold Village Hall Management Committee (LVHMC) is committed to protecting your privacy. All public and private organisations are legally obliged to protect any personal information they hold.

Langold Village Hall Management Committee (LVHMC) registration number with the Information Commissioner’s office is A8362795 and may be viewed at Information Commissioner’s Office Website.

Lawful basis for processing information

Langold Village Hall Management lawful basis are:-

Legitimate Interest – We store and process personal data to enable bookings to be processed and hall users to be contacted should the need arise. 

Contract - The processing is necessary for a contract we have with the individual, or because they have asked us to take specific steps before entering into a contract.
Types of Information

LVHMC may collect your contact details (e.g. name, email address, etc so that LVHMC can contact you. LVHMC may collect financial details so that EGVH can make or receive payment from you for goods and services. LVHMC may record CCTV images to ensure the safety of the village hall and its employees, volunteers, trustees (staff) and users. LVHMC may also collect information on staff to ensure that LVHMC can meet our legal obligations.

You’re Consent

LVHMC needs your consent to hold data about you. Any forms or documents that LVHMC need you to complete (manually or electronically) will ask your consent and be clear about what the information will be used for if you choose to provide it. There will be some circumstances where LVHMC are only able to provide you with services if you consent to providing necessary information, for example, room bookings. With consent from the individual the LVHMC publishes contact information for key members of staff or regular user groups on its website as a service to users and potential new members. This will be either an e – mail address and or a mobile phone number. Home addresses will not be published on the website. Contact information for key members of the management team is also available on the website.
Contact information for regular users is stored on the booking computer for billing purposes.

CCTV

To improve the security and safety of all hall users, CCTV cameras are in operation in and around the premises.

Hall users are occasionally adversely affected by random acts of vandalism in the play area or inappropriate intrusions, sometimes associated by threatening behaviour, into the hall itself. CCTV cameras have been installed to reassure legitimate hall users that any such events can/will be investigated.

CCTV surveillance cameras are also a useful facility to allow burglar alarm activations to be assessed remotely, especially at night, before the hall is visited by a key holder
Signs around the perimeter of the hall notify users of the installation of CCTV cameras and provide contact details if further information is required.

Additional signage notifies users that there are regular patrols by local police officers.

Images are stored on the hard drive of a DVR placed in a secure location within the hall. Images are retained and then overwritten automatically every two weeks.

Access to stored images either locally or remotely is password protected and currently restricted to the data controller.
Along with safety incidents and formal complaints, any episode which involves review of CCTV images is discussed at the regular management committee meetings.

 Information Security

LVHMC is aware of the need to ensure the security of personal data. We make sure that your information is protected from unauthorised access, loss, manipulation, falsification, destruction or un authorised disclosure. This is done through appropriate technical measures and appropriate policies. All physical data will be held securely in a locked cabinet in a non – public location, accessible only by the designated staff members. All office computers with access to personal data will be password protected. All electronic data held on portable devices (e.g. laptops and USB drivers) will be password protected. We will only keep your data for the purpose it was collected for and only for as long as is necessary, after which it will be deleted.

Right of Access

You have a right to ask LVHMC what information they hold on you, and to ensure that it is accurate and up to date, and to have it rectified if it is not. You can do this by contacting our Data information Officer A Lilley: Langold village hall@outlook.com
Disposal of data

If LVHMC agree to destroy your data, it will be confidentially destroyed in the case of physical data, and /or permanently erased in the case of electronic data. LVHMC will notify you in writing to confirm when and how it has been destroyed or permanently erased. To request that data be destroyed please contact our Data Information Officer A Lilley: Langoldvillagehall@outlook.com
Rights related to Automated Decision making and profiling
LVHMC does not use automated decision making or profiling of individual personal data.
Retention of personal data
LVHMC will not hold personal data longer than necessary. There are certain legal requirements or recommendations which mean that LVHMC will keep documents for a minimum period of time. External organisations may also keep information LVHMC lawfully provide for periods of time determined by them. Some of these documents may contain personal data. These include, but are not limited to:
	DATA SOURCE
	RETENTION PERIOD
	EXAMPLE

	Receipts and invoices
	Kept for 6 years from the end of the current financial year.
	Suppliers invoice

	Booking/Hirer information (may include some personal information)
	Kept for 1 year
	Hirer agreements

	HMRC records (may contain personal information)
	Kept for 6 years from the end of the current financial year.
	P45 payroll information

	Management Committee, AGM minutes and agendas
	Stored electronically for an indefinite period, for reference purposes.
	Minutes

	Employee / Volunteer information (may include personal information)
	Necessary information to be retained for the duration of service.
	CV’s application forms

	Financial Records
	Kept for 6 years from the end of the current financial year
	P&L


Sharing Of Data

LVHMC will not share your information with third parties, unless LVHMC are legally obliged to, or there is a risk of harm to you or another, for example, in safeguarding situation.

Conclusion

In accordance with the law, we only collect a limited amount of information about you that is necessary for correspondence, our information and service provision. We do not use profiling; we do not sell or pass your data to third parties. We do not use your data for purposes other than those specified. We make sure your data is stored securely. We delete all information deemed to be no longer necessary. We constantly review our Privacy Policies to keep it up to date in protecting your data.

Complaints

If you have a complaint regarding the way your personal data has been processed you may make a complaint to LVHMC Data Information Officer: Langoldvillagehall@outlook.com and the Information Commissioners Office casework@ico.org.uk Tel 0303 123 1113
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